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ABSTRACT 
 
Along with fast development of Internet, the communicating 
degree of information is more improved. Cryptographic 
technology is used in the course of information communicate, 
since the problem of information security is outstanding 
increasingly. CSP, which is used to implement cryptographic 
operations, is the base of Microsoft’s security applications 
frame and serves, but it can only be used in Windows 
Operating System and the speed of cryptographic operations 
is limited due to its software implementation. In order to 
resolve the above problems and really meet Chinese 
cryptographic standards, a new CSP module named as 
XyCSP which make the CSPs of Microsoft as reference, is 
designed in this paper. The design and implementation of 
XyCSP with three forms and the procedure of writing 
XyCSP module are all presented. Therefore the application 
developer can encrypt and decrypt the message with 
CryptoAPI and keep the message securely transmission. 
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